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(2) A safe—burglar-resistive cabinet 
or chest which bears a label of the Un-
derwriters’ Laboratories, Inc. certi-
fying the unit to be a TL–15, TL–30, or 
TRTL–30, and has a body fabricated of 
not less than 1 inch of steel and a door 
fabricated of not less than 11⁄2 inches of 
steel exclusive of the combination lock 
and bolt work; or bears a Test Certifi-
cation Label on the inside of the door, 
or is marked ‘‘General Services Admin-
istration Approved Security Con-
tainer’’ and has a body of steel at least 
1⁄2 thick, and a combination locked 
steel door at least 1″ thick, exclusive of 
bolt work and locking devices; and an 
automatic unit locking mechanism. 

(3) A vault—a windowless enclosure 
constructed with walls, floor, roof, and 
door(s) that will delay penetration suf-
ficient to enable the arrival of emer-
gency response forces capable of pre-
venting theft, diversion, damage, or 
compromise of classified information 
or matter, when delay time is assessed 
in conjunction with detection and com-
munication subsystems of the physical 
protection system. 

(4) A vault-type room—a room that 
has a combination lock door and is pro-
tected by an intrusion alarm system 
that alarms upon the unauthorized 
penetration of a person anywhere into 
the room. 

(5) Other repositories that would pro-
vide comparable physical protection in 
the judgment of the Division of Facili-
ties and Security. 

Security facility—any facility which 
has been approved by NRC for using, 
processing, storing, reproducing, trans-
mitting or handling classified matter. 

Security reviews means aperiodic secu-
rity reviews of cleared facilities con-
ducted to ensure that safeguards em-
ployed by licensees and others are ade-
quate for the protection of classified 
information. 

Supplemental protection means addi-
tional security procedures such as in-
trusion detection systems, security 
guards, and access control systems. 

Violation means any knowing, willful, 
or negligent action that could reason-
ably be expected to result in an unau-
thorized disclosure of classified infor-
mation or any knowing, willful, or neg-
ligent action to classify or continue 
the classification of information con-

trary to the requirements of E.O. 12958 
or its implementing directives. 

[45 FR 14483, Mar. 5, 1980, as amended at 46 
FR 58284, Dec. 1, 1981; 47 FR 38683, Sept. 2, 
1982; 48 FR 24320, June 1, 1983; 50 FR 36984, 
Sept. 11, 1985; 55 FR 11575, Mar. 29, 1990; 55 FR 
14379, Apr. 17, 1990; 59 FR 48974, Sept. 23, 1994; 
62 FR 17691, Apr. 11, 1997; 64 FR 15649, Apr. 1, 
1999]

§ 95.7 Interpretations. 
Except as specifically authorized by 

the Commission in writing, no inter-
pretation of the meaning of the regula-
tions in this part by any officer or em-
ployee of the Commission other than a 
written interpretation by the General 
Counsel will be recognized to be bind-
ing upon the Commission.

§ 95.8 Information collection require-
ments: OMB approval. 

(a) The Nuclear Regulatory Commis-
sion has submitted the information 
collection requirements contained in 
this part to the Office of Management 
and Budget (OMB) for approval as re-
quired by the Paperwork Reduction 
Act (44 U.S.C. 3501 et seq.). The NRC 
may not conduct or sponsor, and a per-
son is not required to respond to, a col-
lection of information unless it dis-
plays a currently valid OMB control 
number. OMB has approved the infor-
mation collection requirements con-
tained in this part under control num-
ber 3150–0047. 

(b) The approved information collec-
tion requirements contained in this 
part appear in §§ 95.11, 95.15, 95.17, 95.18, 
95.21, 95.25, 95.33, 95.34, 95.36, 95.37, 95.39, 
95.41, 95.43, 95.45, 95.47, 95.53, and 95.57. 

[62 FR 52190, Oct. 6, 1997, as amended at 64 FR 
15650, Apr. 1, 1999]

§ 95.9 Communications. 
Except where otherwise specified, all 

communications and reports con-
cerning the regulations in this part 
should be submitted as follows: 

(a) By mail addressed to: ATTN: Doc-
ument Control Desk, Director, Division 
of Nuclear Security, Office of Nuclear 
Security and Incident Response, U.S 
Nuclear Regulatory Commission, 
Washington, DC 20555–0001; 

(b) By hand delivery to the NRC’s of-
fices at 11555 Rockville Pike, Rock-
ville, Maryland; or 
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(c) Where practicable, by electronic 
submission, for example, Electronic In-
formation Exchange, or CD–ROM. Elec-
tronic submissions must be made in a 
manner that enables the NRC to re-
ceive, read, authenticate, distribute, 
and archive the submission, and proc-
ess and retrieve it a single page at a 
time. Detailed guidance on making 
electronic submissions can be obtained 
by visiting the NRC’s Web site at http:/
/www.nrc.gov/site-help/eie.html, by call-
ing (301) 415–6030, by e-mail to 
EIE@nrc.gov, or by writing the Office of 
the Chief Information Officer, U.S. Nu-
clear Regulatory Commission, Wash-
ington, DC 20555–0001. The guidance dis-
cusses, among other topics, the for-
mats the NRC can accept, the use of 
electronic signatures, and the treat-
ment of nonpublic information. 

(d) Classified communications shall 
be transmitted in accordance with 
§ 95.39 of this chapter to the NRC Head-
quarters’ classified mailing address 
listed in appendix A to part 73 of this 
chapter or delivered by hand in accord-
ance with § 95.39 of this chapter to the 
NRC Headquarters’ street address list-
ed in appendix A to part 73 of this 
chapter. 

[68 FR 58823, Oct. 10, 2003]

§ 95.11 Specific exemptions. 
The NRC may, upon application by 

any interested person or upon its own 
initiative, grant exemptions from the 
requirements of the regulations of this 
part, that are— 

(a) Authorized by law, will not 
present an undue risk to the public 
health and safety, and are consistent 
with the common defense and security; 
or 

(b) Coincidental with one or more of 
the following: 

(1) An application of the regulation 
in the particular circumstances con-
flicts with other rules or requirements 
of the NRC; 

(2) An application of the regulation 
in the particular circumstances would 
not serve the underlying purpose of the 
rule or is not necessary to achieve the 
underlying purpose of the rule; 

(3) When compliance would result in 
undue hardship or other costs that are 
significantly in excess of those con-
templated when the regulation was 

adopted, or that are significantly in ex-
cess of those incurred by others simi-
larly situated; 

(4) When the exemption would result 
in benefit to the common defense and 
security that compensates for any de-
crease in security that may result from 
the grant of the exemption; 

(5) When the exemption would pro-
vide only temporary relief from the ap-
plicable regulation and the licensee or 
applicant has made good faith efforts 
to comply with the regulation; 

(6) When there is any other material 
circumstance not considered when the 
regulation was adopted for which it 
would be in the public interest to grant 
an exemption. If such a condition is re-
lied on exclusively for satisfying para-
graph (b) of this section, the exemption 
may not be granted until the Executive 
Director for Operations has consulted 
with the Commission. 

[64 FR 15650, Apr. 1, 1999]

§ 95.13 Maintenance of records. 

(a) Each licensee, certificate holder 
or other person granted facility clear-
ance under this part shall maintain 
records as prescribed within the part. 
These records are subject to review and 
inspection by CSA representatives dur-
ing security reviews. 

(b) Each record required by this part 
must be legible throughout the reten-
tion period specified by each Commis-
sion regulation. The record may be the 
original or a reproduced copy or a 
microform provided that the copy or 
microform is authenticated by author-
ized personnel and that the microform 
is capable of producing a clear copy 
throughout the required retention pe-
riod. The record may also be stored in 
electronic media with the capability 
for producing legible, accurate, and 
complete records during the required 
retention period. Records such as let-
ters, drawings, specifications, must in-
clude all pertinent information such as 
stamps, initials, and signatures. The li-
censee shall maintain adequate safe-
guards against tampering with and loss 
of records. 

[53 FR 19263, May 27, 1988, as amended at 62 
FR 17691, Apr. 11, 1997]
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